שיעור 10 – שכבת הקו

**תרגיל: חדל קשקשת ברשת!**

בתרגיל זה נתבונן במספר הסנפות שבוצעו ברשת פנימית של ארגון, ממספר מחשבים שונים. נצטרך להבין מתוך ההסנפות איך הרשת בנויה, תוך התמקדות בפרוטוקוליםEthernet ו-ARP. בתרגיל מומלץ לעבוד עם פילטרים ב-Wireshark כדי להקל על החיפוש של המידע בתוך ההסנפה. בהצלחה!

1. **חלק 1 – הסנפה ממחשב A**
   * 1. נסו להסיק מתוך ההסנפה מיהו המחשב שממנו בוצעה ההסנפה – מה כתובת ה-IP וכתובת ה-MAC שלו?

|  |
| --- |
|  |
| תשובה |

* + 1. עם איזה מחשב מתקשר בעיקר מחשב A? באיזה פרוטוקול?  
       מאיזה IP ו-MAC מגיעות החבילות?

|  |
| --- |
|  |
| תשובה |

* + 1. האם המחשב איתו מדבר מחשב A ב-HTTP נמצא באותו סאבנט איתו? כיצד הבנתם זאת?

|  |
| --- |
|  |
| תשובה |

* + 1. מהי כתובת ה-Dst MAC בשאילתות ה-ARP בהסנפה? מדוע מחשב A מקבל את השאילתות אם הן לא מיועדות לכתובת MAC שלו?

|  |
| --- |
|  |
| תשובה |

1. **חלק 2 – הסנפה ממחשב B**
2. מאיזה מחשב בוצעה ההסנפה? מה כתובת ה-IP וה-MAC שלו?

|  |
| --- |
|  |
| תשובה |

1. האם מחשב B נמצא באותו סאבנט יחד עם מחשב A? בהנחה שכל תתי הרשתות ברשת הן בגודל של 255 מחשבים כל אחת, מהו ה- Subnet Mask של הרשת? (כתבו בשתי הדרכים שלמדנו).

|  |
| --- |
|  |
| תשובה |

1. האם מחשב B מדבר עם מחשבים הנמצאים מחוץ לסאבנט שלו? אילו מחשבים?

|  |
| --- |
|  |
| תשובה |

1. מהן כתובות ה-Src MAC המופיעות בחבילות שמגיעות משני המחשבים הנמצאים מחוץ לסאבנט?

|  |
| --- |
|  |
| תשובה |

1. כיצד תוכל להסביר שחבילות משני המחשבים הללו מגיעות עם כתובת MAC זהה?

|  |
| --- |
|  |
| תשובה |

1. מהי כתובת ה-MAC של ה-Default Gateway (הראוטר) של מחשב B? כיצד גילית זאת?

|  |
| --- |
|  |
| תשובה |
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|  |
| --- |
|  |
| תשובה |

1. **חלק 3 – הסנפה ממחשב C**
2. מאיזה מחשב בוצעה ההסנפה? מה כתובת ה-IP וה-MAC שלו?

|  |
| --- |
|  |
| תשובה |

1. האם המחשב נמצא באותו סאבנט כמו מחשבים A ו-B? הסבירו את תשובתכם.

|  |
| --- |
|  |
| תשובה |

1. עם אילו מחשבים בסאבנט השני מתקשר מחשב C?

|  |
| --- |
|  |
| תשובה |

1. לאיזו כתובת MAC מייעד מחשב C את החבילות שמיועדות לסאבנט השני?

|  |
| --- |
|  |
| תשובה |

1. האם תוכלו להסיק מההסנפה הנוכחית מהו ה-IP של הראוטר (ה-Default Gateway של C)?

|  |
| --- |
|  |
| תשובה |

1. מדוע כתובת ה-IP וה-MAC של הראוטר הן שונות מאלו שגילינו בחלק 2?

|  |
| --- |
|  |
| תשובה |

1. **חלק 4 – תמונת הרשת כולה**
2. נסו ליצור שרטוט של הרשת כולה כפי שהצלחתם להבין מההסנפות. דגשים:
   * מומלץ להשתמש בתוכנת PowerPoint ובקובץ template.pptx המצורף או במצגת של שיעור 8 בה יש שרטוטי רשת רבים.
   * **ליד כל מחשב כתבו את הכתובת (או הכתובות) IP ו-MAC שלו.** ליד כל תת-רשת כתבו את כתובת הסאבנט.
   * שימו לב שבשרטוט שלכם מופיעות כל הישויות אשר ראיתם בהסנפות.
3. ![](data:image/png;base64,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)צרפו צילום של השרטוט כאן.
4. **בונוס**
5. אילו אתרים נמצאים בשני שרתי הווב שבתרגיל? לאילו עמודים גלשו המחשבים שניגשו אליהם? צרפו צילום מסך של עמוד אינטרנט שאחד השרתים העביר לגולשים.  
   רמז: קראו על אופציה של Export HTTP Objects ב-Wireshark.

|  |
| --- |
|  |
| תשובה |